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Methodological tool: Internet safety 

 

Number of methodological Tool EUPANEXT_LO_080_M_001 

Work Area Code and Title Work Area 9: ICT SKILLS 

Unit Code and Title 3.17 Use internet to accomplish tasks using different techniques and 
tools  

Learning Outcome Number and 
Title 

LO080: Demonstrate ability to select and set up an appropriate 
connection to access the Internet. Set up, monitor and adjust 
browser tools and settings to make software easier to use. Locate 
information efficiently, manage and use references and store 
information. Work responsibly and take appropriate safety and 
security precautions. 

Objective of the 
methodological tool 

After the completion of this activity, participants will be able to 
protect their selves from the dangers that lie on the internet 

Approximate Time needed for 
the completion of this exercise 

60 min. 

Individual or group exercise Individual   Group 

Type of methodological tool  Written exercise 
Group exercise 
 Video analysis 
 Simulation 
 Multiple choice 
 Group exercise with cards 
 Exercise using ICT 
 Role play 
 Group discussion 
 Case study 
 Creative Group Work 

Description of the 
exercise/Procedure 

Do a desktop research, identifying: 
- The scams that are used recently 
- The viruses that are popular now 
- Other malware, such as Trojans, worms, etc. 

Write a report of 1-2 pages, including proposed solutions 

Exercise is accompanied by  

Exercise solution  

Other comments to the trainer  

 


